
14/02/2026 12:32 1/1 Lab Module 13

miguel angel torres egea - https://miguelangel.torresegea.es/wiki/

Lab Module 13

Lab 1: Footprint the Web Server

Task 1: Footprint a Web Server using Netcat and Telnet

Task 2: Enumerate Web Server Information using Nmap Scripting Engine (NSE)

Lab 2: Perform a Web Server Attack

Task 1: Crack FTP Credentials using a Dictionary Attack

Task 2: Gain Access to Target Web Server by Exploiting Log4j Vulnerability

Lab 3: Perform a Web Server Hacking using AI

Task 1: Perform Web Server Footprinting and Attacks using ShellGPT
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