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gestion de logs

¢ |ogstash
usuario

para ver el contenido de estos ficheros (binarios) se puede usar utmpdump

e /var/log/wtmp - Ultimos accesos al sistema » $ last (-i para ver IP en lugar de host)
(-f fichero de otro sistema)
e /var/log/btmp - Ultimos accesos fallidos al sistema - $ lastb

resumen syslog

syslogd como demonio de gestién de logs
[etc/syslog.conf
cosas que se pueden logear:
o auth, authpriv, cron, daemon, kern, lpr, mail, mark, news, syslog, user, uucp, local0, locall, local2,
local3, local4, local5, local6, local7
¢ eventos
o ?7?
ejemplos:
o *.info;mail.none;news.none;authpriv.none;cron.none /var/log/messages
= |ogear de todos, los eventos info excepto de aquellos que estdan marcados con .none
o authpri.* /var/log/secure
= |ogear todos los eventos de authpriv
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