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varios

ssh forzando password

no sé pq razdn, ssh ha empezado a probar todas las claves de mi directorio .ssh para intentar logarse en un
sistema remoto. (habra que averiguar pq lo ha hecho)

para evitar que haga esto, hay que hacer:

ssh -v -0 PubkeyAuthentication=no user@machine

comprobar protocolos OpenSSH

echo openssl s client -connect systemadmin.es: -tlsl 2 grep "Session-
ID: "

# devuelve sesidn si el protocolo se puede usar:

# Session-ID: AA27ES5EACO9CF474E38E8934B81CAEOD5759BFDAFAA0274AB37B38D6715F84EB

protocolos:

e ssi3
e tIsl 2
o tlsl 1
o tIsl

/via: http://systemadmin.es/2018/02/comprobar-disponibilidad-de-protocolos-ss|

quitar contrasena a un certificado existente

openssl rsa -in privateKey.pem -out newPrivateKey.pem
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